By using this website, Respondent agrees to the following:

America’s Warrior Partnership Privacy Policy for Data Collection

This Privacy Policy applies to all products, services, websites, and applications provided by America’s Warrior Partnership (AWP). We refer to our products, services, websites and applications as “services” in this policy. Any individual, unit, business, or organization that interacts with our services is hereby referred to as the “Respondent”. Further, “data” in this Privacy Policy refers to any information to include survey responses, form data, data received or inserted by or in reference to the Respondent.

AWP collection of Respondent data includes, but is not limited to, Respondent contact information, name, address, telephone number, email address, date of birth, physical/mental/emotional health information, education information, housing information, financial information, information about services received by the consumer from other organizations/entities usage information, device and browser information, as well as log data.

AWP may collect information from third parties where Respondent has given permission to those third parties or where Respondent has made that information publicly available. To aid us in certain aspects of our services we use affiliates, trusted key partners, and expert consultants to assist us in providing services to Respondent. AWP will share Respondent data with third parties for the purposes of indexing data, researching employee retention, and providing services to Respondent. Respondent hereby grants AWP permission to share said information for the aforementioned purposes.

Further, AWP will use Respondent contact information to respond to inquiries that you, the Respondent, have made, and AWP will provide information about our services to Respondent by means of the provided contact information. AWP will collect information about the types of questions you as the Respondent answer, and we will examine patterns of response. Our legitimate interest is to establish baselines for Veteran Empowered Companies and seek continuous improvement of veteran quality of life. We may analyze usage patterns to improve user experience, improve services, and identify data trends.

Consumer personal information obtained and held by AWP is maintained within a reasonable standard of care. Any access or use of consumer personal information is limited strictly to those people and purposes required by program or operational needs to access consumer personal information. All employees, contractors, consultants, and agents of AWP are required to comply with the terms of this privacy policy and any applicable nondisclosure agreements signed by the individual parties, and failure to do so could result in disciplinary or legal action.

In the event of security breach or unauthorized release of data, Respondent agrees that AWP will not be liable for any injury that Respondent receives as a result of said security breach or unauthorized release. AWP will not assume liability for any act of a third party, and by participation in AWP services, Respondent waives any liability of AWP for third party actions. AWP reserves the right to disclose personal information as we deem necessary to satisfy any applicable law, regulation, legal process, or governmental request. AWP operates in compliance with all applicable laws and regulations.